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My name is Peter

I am not a lawyer

I am an archivist. I study copyright.

And digital collections.



What I have learned

• Digitizing is powerful

• But there are risks

• Copyright risks

• Privacy risks

• Loss of control

• To understand why, you have  to know the law



Copyright Basics

• Most fixed works with a modicum of creativity are 

protected by copyright

• Copyrights last for a long time

https://copyright.cornell.edu/publicdomain



Copyright owner’s rights

Exclusive rights to … In plain English

Reproduce Make copies

Distribute Sell; make available for downloading 

on your web site

Create derivative works Make new work from an existing work; 

screenplay from novel; translation

Display the work publicly Hang a painting in a gallery; display on 

the web

Perform the work publicly Theatrical performance; show a movie; 

stream on the web



Privacy tort: publication of private facts

• True information 

• about a person’s private life

• that would be highly offensive to a reasonable person, and 

• not of legitimate public concern

• Sexual activity

• Health – including mental health, addiction

• Economic status



Our problems

• Digitization can infringe on copyright owner rights

• Reproduction

• Distribution

• Possibly public display

• Broad public access may impinge on privacy

• No more “security through obscurity”



Locating copyright owners is hard

• Example: Thomas Watson papers

• 8,434 pieces of correspondence; 

3,304 names; 2,671 still ©

• $8,000 to figure this out

• 450 hours total, over 9 months 

• Result: dependable contact 

information for 4 authors 

Maggie Dickson, Due Diligence, 

Futile Effort: Copyright and 

Digitization of the Thomas E. 

Watson Papers, 73 American 

Archivist 626 (2010)

http://archivists.metapress.com

/content/16rh811120280434



Who owns the copyright?

The Children of (Joseph) Stephen Hirtle, ca. 1920 



International liability: even for public 
domain 

• Copyright rules vary by nation

• Internet distribution may make you 

liable abroad

• Example: Wikimedia Foundation v. 

Reiss Engelhorn Museum

https://tdrt.io/ggn



Conclusion: Digitization = Legal Risk

• But we live with risk all the time:

• Theft

• Fire and other physical thefts

• Accidents to staff and patrons

• Institutional embarrassment

• Solution: policies and practices that limit the potential 

for harm



Elements that minimize risk

• Some material is in the public domain

• Some in-copyright works published between 1924 and 1944 may go 

online: 17 U.S.C. § 108(h)

• Potential monetary damages for unregistered material are low

• Registered: up to $150,000 per work

• Unregistered: actual economic harm

• Registered damages mostly waived for a “fair use”: 17 U.S.C. §

504(c)(2)

• Need “reasonable grounds for believing that [the] use… was a fair use”

https://www.law.cornell.edu/uscode/text/17/504



Is digitizing a collection fair use?

• No one knows..

• Code of Best Practices in Fair Use for 

Academic and Research Libraries

• Principle 4: Creating digital collections of 

archival and special collections materials

• Digital collections may serve a different purpose 

than the originals, making them transformative

• See the limitations

https://www.arl.org/focus-areas/copyright-ip/fair-use/code-of-best-practices



Also excellent: AAMD guidelines for museums
(includes archives and other special collections)

https://aamd.org/sites/default/files/document/Guidelines%20for%20the%20Use%20of%20Copyrighted%20Materials.pdf



More components for risk mitigation

• Takedown policy on request

• Example: Digital Commonwealth

• Copyright Holders

“Digital Commonwealth and its members welcome feedback 

from any copyright owners who are not properly identified on this 

site so that the necessary corrections may be made. If you have 

any additional information about the images or would like to 

suggest a correction, please contact us.”

https://www.digitalcommonwealth.org/copyright

https://www.digitalcommonwealth.org/feedback


Clear statements about user responsibility

• Digital Commonwealth:

“It is your obligation to determine and follow all copyright or 

use restrictions of the material presented here.”

• Library of Congress:

“Responsibility for making an independent legal assessment 

of an item and securing any necessary permissions 

ultimately rests with persons desiring to use the item.”

https://www.loc.gov/collections/rosa-parks-

papers/about-this-collection/rights-and-access/
https://www.digitalcommonwealth.org/copyright



Limitations on subsequent use

• Digital Commonwealth:

“Digital Commonwealth provides access to copyrighted materials 

strictly for noncommercial educational and research purposes 

and places no restrictions on public domain material.”

• Library of Congress:

“The Library of Congress provides access to manuscripts at the 

Library of Congress for educational and research purposes and 

makes no warranty with regard to their use for other purposes.”

https://www.digitalcommonwealth.org/copyright https://www.loc.gov/collections/rosa-parks-

papers/about-this-collection/rights-and-access/



Different collections = different risks

• Some content may present more risk

• Newer versus older

• Potentially highly commercial

• Existence of potentially litigious owners

• Institutions will vary on the desired level of risk-

avoidance



One approach: Pacifica Radio Archives

http://www.pacificaradioarchives.org/sites/default/files/fileat
tachments/pacifica_rights_assessment_.pdf



Examples of risk minimization strategies

• One extreme: the Internet Archive

• Regularly posts copyright content

• Follows the Oakland Archive Policy (2002) for 

takedowns:

http://groups.ischool.berkeley.edu/archive/aps/removal-policy

• Redefining what is considered fair use



Example 1: The Pulp Magazine “Archive” 



https://archive.org/details/1969-10_IF

IF Magazine, October 1969





Example 2: The Great 78 Project

https://great78.archive.org/



https://archive.org/details/78_kissa-me-baby_ray-charles_gbia0060584b



https://archive.org/details/78_kissa-me-baby_ray-charles_gbia0060584b



https://archive.org/details/78rpm_bostonpubliclibrary



Example 3: Controlled Digital Lending (CDL)

• CDL: limited loan of 

digitized books to patrons

• See 

https://controlleddigitallen

ding.org/

• Implemented in IA’s Open 

Library

https://openlibrary.org/

https://controlleddigitallending.org/


Boston Public and CDL

https://archive.org/details/wastedtalesofgen00judg



https://publishingperspectives.com/2019/01/copyright-battle-internet-archives-open-library-authors-guild-society-of-authors/



Why the Internet Archive matters

• IA goes farther than most of us

• To date, it has not been challenged

• Takedown policy is effective

• No commercial exploitation is likely key



Example 2: Fair Use at the Library of Congress

https://www.loc.gov/collections/rosa-parks-papers/



https://www.loc.gov/resource/mss85943.001309/?st=grid





Example 3: “Virtual Reading Room” 
American Archive of Public Broadcasting 

http://americanarchive.org





UC Irvine: slightly more restrictive



Most restrictive: No online access
Salman Rushdie papers at Emory

• Locked down computers with 

emulated environment

• Pre-screened content

• No access outside of reading 

room



Summary: Don’t worry, act responsibly

• Remember your mission!

• Understand – and manage – the risks

• Commercial use increases the risk you face

• Chose the level of access appropriate for the content and your 

institution

• Act professionally and thoughtfully

• If in doubt, consult with your legal advisors


